· sweeeeeeeeet! after much head scratching, i was able to get this thing to work. couldn’t connect via serial, i kept getting “Auto-Assoc…FAILED” message. and no matter how i tried to send $$$, it wouldn’t go into CMD mode.

however these steps worked:

1. In addition to GND, 3.3V, TX, RX, also connect PIO9 (pin 8) to 3.3V

2. Recycle power, since PIO9 is high, it goes into ADHOC mode

3. Connect to the “WiFly” ssid from my laptop

4. Telnet to the IPAddress 169.254.1.1:2000 You should now see HELLO on your telnet screen

5. Type $$$ You shold now see CMD on your telnet screen

6. Perform the commands:

set wlan phrase YOUR_PASS_PHRASE

set wlan ssid YOUR_SSID

save

reboot

when i did this each letter showed up twice as i typed, but didn’t seem to matter
7. When it rebooted, i lost the connection, but since my CoolTerm window was open, i noticed the RN-XV automatically connected to specified SSID and got an ip. My laptop jumped back to my usual wifi network as well

8. I telnet to that new IP

9. It should again say HELLO, Again type $$$ and again it says CMD.

10. Now type “ftp u” and the firmware update is performed.

Now on startup, the RN-XV auto connects to my network and the green light blinks slowly.

Wifly RN-XV how to join network

December 26, 2011 

Ok so in the previous post I tried setting this module up through ADHOC – when it was creating it’s own network.

I had some issues( not connecting to network, not setting up DHCP etc) with this after resetting the module so I switched to Serial.
I used Coolterm and XBee usb explorer to interface with computer.
I hope this saves you some time.

In Coolterm
To enter command mode use $$$ - you should get a response CMD
set wlan ssid "your network"
- this is your wifi network name

set wlan phrase "your password"
- this is if you have wpa security, if you wep, use

set wlan key
save
reboot
If for some reason your wifly is not connecting and not giving you an ip address

set wlan join 1
- this will turn auto association to ON for the stored ssid and phrase

join "your network"
- join your network

There are also some issues with the DHCP values being fixed, which is strange since by default they should be all set but…
To get DHCP to be dynamically assigned by the AP (probably also your router)

set ip dhcp 1
save
reboot
At this point you should get “ASSOCIATED!”
Confirm that DHCP = START!
And then that it is ON.
After that you should get your IP address.

Good way to test success is to telnet to your device in Terminal (basically this will tell you that the Wifly on the same network as your computer). If this fails then check your steps again and make sure you saved. Each command should give a A-Ok confirmation.

in Terminal

$ telnet "ip address" 2000 
You should get a Hello confirming success.

To exit telnet, press all 3

$ CTRL + ]
then type “quit”
You should be connected and the green light should be blinking nice and slow.
Keep in mind that when you are in Command mode($$$) the light will flash very quickly. To get out of command mode type in “EXIT”

http://log.liminastudio.com/itp/physical-computing/using-the-rn-xv-wifi-module-as-a-remote-switch
How do I use WEP authentication on WiFly modules

Latest Update: January 18, 2012 09:38am

By default, the WiFly modules are configured to use the more secure WPA authentication. In order to use inferior authentication method called WEP, you need to enable it in software.
To use WEP-64, the commands are:
set wlan auth 8                // Enables WEP-64 authentication

set wlan key <value>      // Stores the WEP key

save                                  // Stores changes in config

reboot                               // Reboots the module so changes take effect

 

To use WEP-128, the commands are:
set wlan auth 1                // Enables WEP-64 authentication

set wlan key <value>     // Stores the WEP key

save                                  // Stores changes in config

reboot                               // Reboots the module so changes take effect

NOTE: WEP protocol is unsecure and can be compromised within seconds. Roving recommends that you use WPA authentication due to its greater security.

